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Background 

We ask all children, young people and adults involved in the life of Moat Farm 
Infants to sign an Acceptable Use* Policy (AUP), which outlines how we expect 
them to behave when they are online, and/or using school networks, connections, 
internet connectivity and devices, cloud platforms and social media. 

Visitors and contractors are asked to sign this document before they are allowed 
access to the school or its pupils. Many of these rules are common sense – if you 
are in any doubt or have questions, please ask.  

Further details of our approach to online safety can be found in the overall 
school Online Safety Policy 

If I have any questions during my visit, I will ask the person accompanying me. 

 

 

What am I agreeing to? 

See appendix 1 
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Appendix 1: Acceptable use of the ICT Systems and Internet Agreement 

Visitors, Volunteers and Contractors 

ACCEPTABLE USE OF THE SCHOOL’S ICT SYSTEMS AND INTERNET: AGREEMENT FOR VISITORS, 
VOLUNTEERS AND CONTRACTORS 

Name visitor/volunteer/contractor: 

When using the school’s ICT systems and accessing the internet in school, or outside school on a work device 
(if applicable), I will not: 

 Access, or attempt to access inappropriate material, including but not limited to material of a violent, criminal or 
pornographic nature (or create, share, link to or send such material) 

 Use them in any way which could harm the school’s reputation 

 Access social networking sites or chat rooms 

 Use any improper language when communicating online, including in emails or other messaging services 

 Install any unauthorised software, or connect unauthorised hardware or devices to the school’s network 

 Share my password with others or log in to the school’s network using someone else’s details 

 Take photographs of pupils without checking with teachers first 

 Share confidential information about the school, its pupils or staff, or other members of the community 

 Access, modify or share data I’m not authorised to access, modify or share 

 Promote private businesses, unless that business is directly related to the school 

I will only use the school’s ICT systems and access the internet in school, or outside school on a work device, for 
educational purposes or for the purpose of fulfilling the duties of my role. 

I agree that the school will monitor the websites I visit and my use of the school’s ICT facilities and systems. 

I will take all reasonable steps to ensure that work devices are secure and password-protected when using them 
outside school, and keep all data securely stored in accordance with this policy and the school’s data protection policy. 

I will let the designated safeguarding lead (DSL) and ICT manager know if a pupil informs me they have found any 
material which might upset, distress or harm them or others, and will also do so if I encounter any such material. 

I will always use the school’s ICT systems and internet responsibly, and ensure that pupils in my care do so too. 

To be completed by the visitor/volunteer/contractor: 

 

I have read, understood and agreed to this policy 

 

Name                __________________________ 

 

Signature        _____________________________ 

 

Organisation   _______________________________ 

 

Visiting/accompanied by_________________________ 

 

Date/time:        _________________________________________ 

 

To be completed by the school (only when exceptions apply): 

 

Exceptions to the above policy ____________________________________ 

 

Name/role/date/time _____________________________________________ 
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Appendix 2: Suggested Booking Form 
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Appendix 3: Considerations for External Visitors 
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